**一、技术标评审表(70分)**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **类别** | **评分内容** | **评分标准** | **分值** | **得分** |
| 公司  状况 | 资质审查 | 具备公安部第三研究所颁发的《网络安全等级测评与检测评估机构服务认证证书》，无则取消评审资格；  提供相关证明材料在《全国等级保护测评机构推荐目录》或《安徽省等级保护测评机构推荐目录》内，独立完成政府、企事业单位或医疗机构三级以上等保测评并辅助完成等保备案的每家得1分，满分5分（附证明材料）。 | **5** |  |
| 测评  服务 | 技术  响应度 | **项目概述与测试工具描述**：所提供的等级保护测评方案，应包含项目概述、测试工具描述、测评目标、内容、测评方法、测评实施计划、人员安排、服务质量保证、服务风险控制等内容。方案要求描述是否清晰、科学规范、操作可行。**1）**方案清晰、科学规范、操作可行的，得2分； **2）**方案较为明确，具有一定可行性的，得 1.5 分； **3）**方案有待完善的，得1 分； **4）**未提供不得分。  **测评目标、内容、方法**：**1）**测评内容包含信息网络结构安全、访问控制、安全审计、边界完整性检查、网络入侵检查、入侵防范、恶意代码防范、网络设备防护的得10分，缺1项扣1分；**2）**测评方法包含调研访谈（业务、资产、安全技术和安全管理）、检查（资料（管理制度、安全策略）、现场观察（物理环境、物理部署）、查看配置（主机、网络、安全设备）、技术测试（漏洞扫描）、评价（安全测评、符合性评价）方面描述的，得5分，缺1项扣1分；**3）**测评目标包含安全技术测评（物理安全、网络安全、主机安全、应用安全、数据安全）、安全管理测评（安全管理制度、安全管理机构、人员安全管理、系统建设管理、系统运维管理）、总体安全规划、安全设计与实施、安全运行维护（安全运行与维护机构和安全运行与维护机制的建立，环境、资产、设备、介质的管理，网络、系统的管理，密码、密钥的管理，运行、变更的管理，安全状态监控和安全事件处置，安全审计和安全检查）描述清晰、规范、切实可行的得10分，缺1项扣1分。  **服务质量保证、风险控制**：**1）**测评方案中对单项测评结果判定、单元测试结果判定、整体测评和风险分析等方法描述详实的，得5分，无则不得分；**2）**在测评过程中使用技术测评工具进行漏洞扫描测试、性能测试、抗渗透能力测试中对有效性风险、公正性风险、保密性风险（敏感信息泄漏风险）、实操风险（验证测试与工具测试对运行系统可能造成的影响）等测评风险识别充分并有防范措施的得8分；无则不得分。 | **40** |  |
| 技术  力量 | 人员配备 | **项目经理**（1人）：具有高级测评师证书的，得2 分；无不得分。  **项目测评人员**（不含项目经理）：具有中级等级测评师证书，每提供1 人得2分，满分为6 分；无不得分。  **安全服务人员**（项目经理除外）：具有网络安全审查技术与认证的，每提供1 人得 1分，满分为2分；无不得分。 | **10** |  |
| 培训 | 信息网络安全技术 | 承诺对医院信息技术人员进行网安培训并帮助取得相关信息与网络安全技术证书的，每承诺安排培训1 人得5分，无则不得分。 | **15** |  |

注：根据技术标得分由高到低排序，排出得分较高的前3名投标人入围商务标评审，分数相同者同时入围。

**三、商务标（30分）**

经第一轮技术标评审后，进入商务标评审的最低投标价为评标基准价，其价格分为满分。其他投标人价格分按以下公式计算：

商务标得分＝商务标权数分值×(评标基准价／经评审的投标价)

注：（取小数点后2位数计算，小数点后第3位采用四舍五入法，其余忽略不计）

**三、综合评分法总得分＝技术标得分＋商务标得分**。